**Příloha č. 9 – Seznam členů realizačního týmu**

|  |  |  |  |
| --- | --- | --- | --- |
| **Název role člena realizačního týmu[[1]](#footnote-1)** | **Odpovědnost** | **Jméno a příjmení** | **Vztah k dodavateli (zaměstnanec, zaměstnanec poddodavatele, poddodavatel apod.)** |
| Projektový manažer | Odpovídá za řízení projektu, koordinaci zapojených specialistů, harmonogram, komunikaci se zadavatelem a řízení rizik. Zajišťuje plnění milníků a celkový dohled nad realizací. Dále také koordinace s projektovými manažery v paralelních projektech realizovaných na základě jiných výběrových řízení s cílem zvýšení kybernetické bezpečnosti prostředí objednatele. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Bezpečnostní architekt | Navrhuje cílovou bezpečnostní architekturu řešení v souladu s požadavky Zadavatele, platnou legislativou kybernetické bezpečnosti a stávajícím prostředím Zadavatele. Zajišťuje architektonickou konzistenci s dalšími projekty Zadavatele a odborný dohled nad implementací bezpečnostních technologií. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Specialista PIM/PAM | Zodpovídá za návrh, implementaci a konfiguraci řešení pro správu privilegovaných identit a přístupů. Zajišťuje integraci s ostatními systémy, testování, hardening a podporu bezpečného provozu. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Specialista PIM/PAM | Zodpovídá za návrh, implementaci a konfiguraci řešení pro správu privilegovaných identit a přístupů. Zajišťuje integraci s ostatními systémy, testování, hardening a podporu bezpečného provozu. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Specialista NAC | Provádí návrh a implementaci Network Access Control řešení včetně napojení na síťovou infrastrukturu a identity. Zajišťuje segmentaci sítě, řízení přístupu koncových zařízení a spolupráci s bezpečnostním architektem a specialisty zadavatele. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Specialista NAC | Provádí návrh a implementaci Network Access Control řešení včetně napojení na síťovou infrastrukturu a identity. Zajišťuje segmentaci sítě, řízení přístupu koncových zařízení a spolupráci s bezpečnostním architektem a specialisty zadavatele. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Specialista sítí | Odpovídá za návrh a realizaci nezbytných úprav síťové infrastruktury souvisejících s implementací NAC, síťových sond a monitoringu provozu. Zajišťuje správnou funkčnost síťových služeb, integraci bezpečnostních opatření a provozní stabilitu prostředí. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Specialista sítí | Odpovídá za návrh a realizaci nezbytných úprav síťové infrastruktury souvisejících s implementací NAC, síťových sond a monitoringu provozu. Zajišťuje správnou funkčnost síťových služeb, integraci bezpečnostních opatření a provozní stabilitu prostředí. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Specialista Microsoft | Zajišťuje integraci dodávaných bezpečnostních řešení do prostředí Microsoft (zejména Active Directory / Entra ID a Windows Server). Odpovídá za správnou funkčnost autentizačních a autorizačních mechanismů a součinnost PIM/PAM s Microsoft platformami. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Specialista Linux | Odpovídá za instalaci, konfiguraci a provozní nastavení linuxových systémů využívaných v rámci PIM/PAM, monitoringu a dalších bezpečnostních komponent. Zajišťuje jejich zabezpečení, integraci a technickou podporu během implementace i provozu. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |
| Specialista Check point | Zajišťuje integraci nově implementovaných bezpečnostních řešení na stávající firewallovou infrastrukturu Check Point Zadavatele. Odpovídá za návrh a úpravu bezpečnostních politik, pravidel a objektů a úzce spolupracuje se správcem Check Point, na straně zadavatele, při schvalování a realizaci změn. | **DOPLNÍ DODAVATEL** | **DOPLNÍ DODAVATEL** |

1. Dodavatel může přidat další řádky, je-li to potřebné. [↑](#footnote-ref-1)